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Abstract

With the reduction of sequencing costs and the pervasiveness of computing devices, genomic data collection is continually growing. However, data collection is highly fragmented and the data is still siloed across different repositories. Analyzing all of this data would be transformative for genomics research. However, the data is sensitive, and therefore cannot be easily centralized. Furthermore, there may be correlations in the data, which if not detected, can impact the analysis. In this paper, we take the first step towards identifying correlated records across multiple data repositories in a privacy-preserving manner. The proposed framework, based on random shuffling, synthetic record generation, and local differential privacy, allows a trade-off of accuracy and computational efficiency. An extensive evaluation on real genomic data from the OpenSNP dataset shows that the proposed solution is efficient and effective.
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Our framework identifies correlated records across multiple genomic data repositories in a privacy preserving manner.

1. Introduction

- Collaborative research produces more accurate outcomes and powerful statistics
- Sharing of genomic data has privacy implications
- It is crucial to perform sample relatedness as part of quality control

2. Methods

A. Researchers coordinate to decide on the set of SNPs that will be shared with the server
B. The generation of the metadata $M^i$ from the original dataset $D^i$
C. Each researcher $R^i$ sends their prepared metadata $M^i$ to the server, which computes the pairwise kinship coefficients among all samples

3. Results

- 95% kinship accuracy when the shared number of SNPs is $m=500$ and the privacy coefficient $\epsilon=5$

4. Privacy Analysis

- Privacy risk consists of the server un-shuffling the shared SNPs
- We use a greedy algorithm to iteratively match SNPs based on MAFs and SNP correlations
- Power analysis based on hamming distance

5. Conclusion

- Efficient and effective privacy-preserving technique to identify correlated samples across federated datasets
- Fine tuning parameters to control the trade-off between the accuracy, privacy and computational load
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